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DDA Indicative Questionnaire

[bookmark: _Toc501002949]Due Diligence Questionnaire 
(NOTE: The list of questions is aligned by relevant FCDO Smart Rules and Smart Guide on DDA, but it is also indicative and not necessarily exhaustive. It can be adjusted based on project size, complexity and context).


I. Governance and Internal Control

Corporate Governance encompasses a variety of measures and is the system by which organisations are directed and controlled therefore questions are aimed to gather assurance about the oversight structure and its effective operation.

1. Please confirm details of incorporation/registration of your organisation, including the date and place of registration.

2. Please provide an overview of the organisation’s governance structure, board membership and executive management, including length of tenure for key positions (at least for chair of the board and for CEO/executive director or equivalent). Please provide CVs or bios of key leaders. You may provide links to online profiles where available.

3. Is there an appropriate committee structure underpinning the Board (or equivalent) - examples are audit, remuneration and nominations committees. 

4. Does your organisation have an Internal Audit Department? Is it operational and what internal audit reports are available?

5. Is there a Risk Management Policy and are examples of risk registers or risk management plans available?

6. Does the organisation employ an external auditor – are there annual reports approved by the board and relevant management letters with auditor recommendations?

7. Does the organisation have a legal department to support its compliance with key laws and regulations, e.g. with anti-bribery and anti-money laundering legislation?

8. Are there formal policies on fraud, bribery and corruption, and how does the organisation ensure compliance?

9. Is there an Ethics policy? What elements does it include, e.g.: Conflict Of Interest, Gender, Human Rights, Harassment, Gifts and Hospitality?


II. Ability to Deliver

In this section questions are designed to establish that the partner organisation being assessed is able to deliver projects of the type, size and complexity of the one being proposed.

1. Ability to work in the country - or geographical areas - covered by the project 

2. Has the organisation implemented similar projects/programmes before?  Please provide an overview of related projects, with titles, a short description of objectives, names of donors, partners, duration and budgets.

(Evidence of past performance can include progress reports, reviews, evaluations and third-party information, e.g. from other donors).

3. What systems are in place to ensure regular monitoring and evaluation of the organisation’s projects and programmes? 

4. How are programme risks managed and monitored at the operational level? What systems and processes are in place?

5. How are funds controlled? Please provide a short overview of the organisation’s financial management systems.

6. How is procurement controlled?  What systems are in place to ensure effective means of ensuring procurement is operated with transparency and probity? 

7. To what extent does the organisation have the ability to access/interact with the intended beneficiaries, in order to deliver assistance and/or to monitor project performance and beneficiary feedback? 

8. Please provide a short overview of the organisation’s internal monitoring, evaluation and learning system.


III. Financial Stability 

It is fundamental that a partner has a robust financial system to support the efficient allocation of resources.  Questions in this section are designed to establish assurance that sound financial controls are in place.

1. Are there any current identified risks to the financial sustainability of the organisation?

2. Are financial transactions captured and recorded consistently across the organisation? 

3. Within the organisation’s accounting system, can different funding sources be separately identified, monitored and reported? 

4. How regularly is financial information produced for senior management / board of directors?

5. Is there evidence of effective budgetary control - are variance reports regularly completed? 

6. Are exception reports regularly produced and acted upon?

7. Please provide a short overview of the organisation’s financial system and explain whether and how it is robust and proportionate to the size of the business.

8. Are there external audit reports available - have there been any qualified reports and is there evidence of remedial action in place?

9. How does the organisation measure and achieve ‘value for money’ (VfM)[footnoteRef:1]? Does the organisation have a clear VfM definition and a VfM strategy? What evidence is there that the organisation is pursuing VfM? [1:  This is measured within FCDO in terms of economy, efficiency, effectiveness and equity. ] 



Downstream Delivery [footnoteRef:2] [2:  This section is only relevant to the cases where the organisation being assessed contracts services out to other organisations/local partners. All those questions that do not apply to the way of working of the organisation being assessed can be marked as N/A.] 


In order to support implementing partners, FCDO must make clear its expectations about risk management and how due diligence should be cascaded further down the chain. 

1. Does the organisation have robust and transparent systems for selecting and assessing implementing partners?  Are these systems documented?

2. Is there a standard due diligence process used by the organisation to assess its implementing partners? 

3. What processes does the organisation have in place to monitor and manage the activities of implementing partners (Including methods of responding to poor performance - This may include withholding funding and taking remedial action to improve performance of partners and/or of funded activities)?

4. Does the organisation maintain a central risk register including fraud risks and does it require downstream partners to maintain the same? 

5. How does the implementing partner map its delivery chain to understand the number and complexity of suppliers/partners involved in the programme?

6. How does the organisation trace the flow of funds to local partners and beneficiaries? 

7. Does the organisation require that its implementing partners have a risk management strategy throughout the delivery chain?  

8. What reporting mechanisms are in place? Does the organisation have regular discussions with its downstream delivery partners about risk management to identify/escalate risks throughout the delivery chain?  


Safeguarding

(SEAH = Sexual Exploitation Abuse and Harassment)

Given the importance of this aspect, we have included a detailed list of questions under each key area of SEAH. Depending on the nature of your organisation, some of them might not fully apply, but they should be useful in guiding your answer to explain 5 key points:
· the approach and policy of your organisation with regard to SAEH
· how your organisation handles SEAH-related complaints and whistleblowing
· recruitment and training aspects related to SEAH
· how relevant risks are managed
· whether your organisation has a code of conduct on SEAH
· how are governance and accountability on SEAG handled



Area 1: SEAH Safeguarding Approach

1. Does the organisation have a safeguarding policy with a zero-tolerance statement of commitment to SEAH safeguarding, or does it only have HR policies covering bullying, harassment and discrimination (BHD)? 

2. If the organisation works with children and/or vulnerable adults does it have standalone safeguarding policies in each area?

3. Are SEAH policies written and accessible to all staff, implementing partners, the public and beneficiaries with clear SEAH definitions?

4. Does the organisation communicate information to beneficiaries and other local stakeholders on SEAH? For example, do they make it clear that SEAH is unacceptable and that aid is never given in return for any kind of sexual act or favour; that communities and individuals should never be subject to SEAH through the delivery of an aid programme?

5. Are related documents clear that children are considered to be all people under the age of 18, regardless of age of consent/majority in programme countries?
 
6. Does the organisation provide any SEAH related services to survivors or have a process to refer survivors to services (e.g. gender-based violence (GBV) services, medical, psychosocial, legal)?

7. Is the organisation certified by HQAI under the Core Humanitarian Standard? And/or does the organisation have another way of demonstrating adherence to the CHS SEA elements or the IASC Minimum Operating Standards on Protection from Sexual Exploitation and Abuse?

Area 2: Complaints and whistleblowing

8. Does the organisation have internal complaints and whistleblowing policy and procedures (e.g. on intranet sites e.g. signs/posters displayed in offices illustrating how to complain) and is there evidence (e.g. a recent redacted case) that they are used? 

9. Is there a safe, accessible and confidential way for beneficiaries and other stakeholders outside of the programme to complain? (A basic minimum would be telephone number and email address communicated publicly.)

10. Does the organisation have clear investigation and disciplinary procedures including with clear sanctions for misconduct to use when allegations and complaints of SEAH are made? Is there evidence that for internal processes there is a ‘zero reprisals’ approach?

11. Is there clear guidance/policy for staff on what to do if SEAH disclosures are made to them by other staff, partners, beneficiaries and other stakeholders? Are all staff trained on this?

12. Does the organisation have (or are they able to contract) experienced and qualified professionals who are able to conduct SEAH investigations?

13. Does the organisation keep a register of SEAH reports and concerns raised and how they were dealt with? How many reports/incidences of SEAH have they had over the past couple of years? 


Area 3: Recruitment and Training

14. Does the organisation have a recruitment policy that includes a criminal background check on candidates, especially where the programme would involve working with children or adults at risk?

15. Do recruitment procedures consider SEAH and misconduct (e.g. questions to test attitudes and competencies e.g. seeking at least two suitable references before appointing staff)? 

16. Is the organisation a member of the Misconduct Disclosure Scheme? If not, is it considering signing up?

17. Does the organisation use probationary periods for new staff, to help ensure suitability once in post?

18. Does the organisation provide mandatory training on SEAH to new trustees/staff/volunteers within a suitable and appropriate timeframe of them joining your organisation?

19. Does the organisation provide/require training on SEAH to staff/volunteers, both at induction and refresher training on an ongoing basis? For example, in FCDO it is every two years. 


Area 4: Risk Management

20. Does the organisation have a risk management matrix/register and clear processes to identify, assess and mitigate SEAH risks?

21. Are SEAH risks regularly reviewed and are there processes to escalate risks (e.g. from project level) to appropriate senior and independent people?

22. Can the organisation demonstrate (e.g. in written documents) clarity on the difference between “zero tolerance” to SEAH (i.e. won’t tolerate any cases) and “zero tolerance” to inaction on robustly managing SEAH (i.e. cases will occur and it is about doing everything reasonable to prevent and respond appropriately)?

23. Where relevant, do the organisation’s fundraising actions, such as sponsorship approaches, show compliance with safeguarding policy and procedures?

24. Would the organisation know if any of its staff where accessing inappropriate material using the organisation’s devices and are staff sensitised or trained about potential on-line SEAH risks or harms linked to their work?

25. Does the organisation have a policy on downstream partners selection criteria? And does the policy include SEAH-related red lines for not selecting a partner?

Area 5: Code of Conduct
	
26. Does the organisation have a code of conduct that adheres to the IASC 6 principles on preventing sexual exploitation and abuse, or as a minimum, states that staff must not sexually abuse, exploit or harass other people?

27. Are staff and volunteers required to sign the code of conduct when joining the organisation and re-sign it periodically?

28. Are staff aware of their obligations to report SEAH misconduct?

Area 6: Governance and Accountability

29. Does the organisation’s Board (or equivalent) have clear responsibility for SEAH safeguarding?

30. Are SEAH policies and SEAH risk management led by senior champions in the organisation, including a designated Board lead?

31. Does the organisation have a designated senior safeguarding officer who reports regularly to the senior leadership and Board? Job Descriptions of any designated officer at both Board and staff level should be reviewed.

32. Is there evidence (e.g. Board minutes, meeting agendas, policies and procedures) of the organisation reviewing and learning from incidents or periodic safeguarding data and trends?

33. Does the organisation have SEAH focal points (paid or voluntary) at national and community level (you could review roles/job descriptions)?

34. Do the organisation’s templates for funding or cooperative arrangements with other organisations set clear expectations about accountability for tackling SEAH? You could also seek evidence of engagement on SEAH with existing downstream partners. 

35. Does the organisation have a safeguarding policy and does the policy include a statement of commitment to safeguarding, including a zero-tolerance statement on bullying, harassment and sexual exploitation and abuse? Ensure sight of policy and ensure it has core components
 
36. Does the organisation review board minutes, SMT agenda, policies and procedures (key here is any learning and updated policy as a result of an incident)?

37. Does the organisation keep a detailed register of safeguarding issues raised and how they were dealt with? Does the organisation treat historical allegations separately and differently from current disclosures? Consider the number of safeguarding reports/incidences

38. Does the organisation have a complaints procedure in place and is there evidence it is utilised? - A recent redacted case would demonstrate this, or signs/posters displayed in the organisation’s offices illustrating how to complain

39. Does the organisation have a recruitment policy that includes a criminal background check on candidates? Specifically, where the programme would involve working with children or vulnerable adults.

40. Does the organisation have a clear investigation and disciplinary procedures to use when allegations and complaints are made and does the organisation have clear processes in place for when a disclosure is made?

41. Does the organisation have any reports by a third party/external organisation on the safeguarding procedures and policies in place, e.g. another donor's due diligence?

42. Do the organisations fundraising actions, such as sponsorship approaches, show compliance with safeguarding policy and procedures?

43. Does the organisation demonstrate compliance with the data protection and information security requirements? 

44. Does the organisation demonstrate a regular review of ICT and its permissions, firewalls, certification and architecture to be a safe environment online?

45. Does the organisation share its safeguarding policy with downstream partners? 

46. Does the organisation have a policy on downstream partners selection criteria? And does the policy include red lines for not selecting a partner?

47. Does the organisation have a designated senior safeguarding officer who reports regularly to the senior leadership and board? Job descriptions of any designated officer at both board and staff level should be reviewed.

48. Does the organisation have an organogram illustrating designated safeguarding officers?

49. Does the organisation provide mandatory training on safeguarding to new trustees/staff/volunteers within a suitable and appropriate timeframe of them joining your organisation?

50. [bookmark: _Annex_G_–_1]Does the organisation provide regular (mandatory refresher training on safeguarding to staff/volunteers) for staff, including at induction and frequency of refresher training?	


_______________________


Supporting documentation

List of documents to be provided as supporting evidence:

· Memorandum and Articles of Association (or Incorporation)
· Organisational Structure Chart  
· Corporate Governance Arrangements
· External Audit reports and management letters for the previous two years 
· Internal audit report (where applicable)
· Financial Standing Instructions (or internal financial management guidelines)
· Human Resources policies (including training, performance management, disciplinary and grievance procedures)    
· Performance management guidelines 
· Project evaluation reports (preferably relevant to same project area/subject matter)
· Strategic plan (for current planning cycle)
· Partnership policy 
· Procurement policy
· Risk Management policy 
· Anti-corruption and Fraud policy 
· Whistleblowing policy
· Safeguarding policies (environmental safeguarding and sexual harassment)
· List of downstream partners (where applicable)




_____________________
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